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QUESTION: 128 
If the IBM Security Access Manager for Enterprise Single Sign-On V8.2 GINA or 
Credential Provider is not installed, which component can be used to automatically 
login to the AccessAgent? 

A. Userinit
B. Winlogon
C. Plug-in API
D. Network Provider

Answer: D 

QUESTION: 129
 
Which second factor deployment requires enforcement of this policy:
 
presentation_range_max? 


A. REID
B. AREID
C. Biometric
D. Smart Cards

Answer: B 

QUESTION: 130 
The MS Server is configured to use Active Directory (AD) as the enterprise 
directory and password sync is enabled. What is required to create a new IBM 
Security Access Manager for Enterprise Single Sign-On V8.2 account? 

A. A valid AD account
B. A valid e-mail address
C. Administrator privileges on the workstation
D. The hostname and IP address of the workstation being used

Answer: A 

QUESTION: 131
 
Which two components are used to create custom events? (Choose two.) 
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A. AccessStudio
B. AccessAdmin
C. AccessAssistant
D. IMS Configurationutility
E. Access Manager Console

Answer: A, B 

QUESTION: 132
 
A customer has updated an enterprise application and IBM Security Access 
Manager Enterprise Single Sign-On V8.2 does not inject credentials anymore.
 
What can be done?
 

A. Install the latestfix pack on all Access Agents and check if the application
works.
B. Use AccessStudio to test the new application and understand what has changed
in the application¡¯s signature. Update the Access Profile to match the new
updated application. Replace the Access Profile on the IMS Server.
C. Erom AccessStudio, launch the updated application and use the
AccessAgent.log file to understand what has changed in the application¡¯s
signature. Update the Access Profile to match the new updated application.
Replace theAccessProfile on the IMS Server.
D. Update the system policies to enable Access Profile Test mode. Troubleshoot
the updated application then update the Access Profile on the IMS Server. Wait for
the next AccessAgent synchronization for the profile to be sentfrom the IMS
Server to the AccessAgent. Eventually disable the Access Profile Test mode from
the system policies.

Answer: B 

QUESTION: 133
 
Which tool can be used to view audit logs from the IMS Server? 

A. AccessAgent
B. Web Workplace
C. AccessAssistant
D. Tivoli Common Reporting
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Answer: D 

QUESTION: 134
 
What limits the number of active concurrent user sessions in a private desktop? 

A. Active Directory
B. Availability of RAM
C. Availability of ROM
D. Availability of hard disk

Answer: B 

QUESTION: 135
 
Which software components are pre-installed on an IMS Virtual Appliance?
 

A. SUSE Linux Enterprise Server, IBM WebSphere Application Server, IBM
HTTP Server, Tivoli Common Reporting, IMS Server V8.2
B. Red Hat Enterprise Linux Server, IBM WebSphere Application Server, IBM
HTTP Server, Tivoli Common Reporting, IMS Server V8.2
C. SUSE Linux Enterprise Server, IBM WebSphere Application Server, IBM
HTTP Server, Tivoli Common Reporting, IMS Server V8.2 basic support for
fingerprint, REID,and Smart Card authentication
D. Red Hat Enterprise Linux Server, IBM WebSphere Application Server, IBM
HTTP Server, Tivoli Common Reporting, IMS Server V8.2 basic support for
fingerprint, REID, and Smart Card authentication

Answer: A 

QUESTION: 136
 
Where are error details found regarding issues with the MS Server? 

A. WebSphere SystemErr.Iog
B. AccessAdmin>Audit Logs
C. WebSphere System Qut.Iog
D. AccessAdmin> Server Logs

Answer: C 
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QUESTION: 137 
While working in AccessStudio, testing an AccessProfile has been completed and 
is ready to upload to the IMS Server. The upload fails. What could be a potential 
reason for the failure? 

A. Not logged into the AccessAgent as an administrator
B. No permissions to log in to the WebSphere Integrated Solutions Console
C. Cannot upload profiles from AccessStudio, it must be uploaded directly to the
database
D. Cannotupload profiles from AccessStudio, it must be uploaded via a command
line tool

Answer: A 
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